
Build Digital Resilience and Intelligence across your 
Business Ecosystem.
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DSG Group Companies

We partner with our customers to build Comprehensive Solutions, which Innovate Business Relationships to yield mutual return on 
investment. Our people and diverse technology enable: Anywhere, Anytime access to products and services ensuring a Customer Centric 
Focus.

Digital Resilience a member of DSG 
provides corporate risk and awareness 
compliance, professional services, SaaS 

solutions , and the first analytics-
driven product suite for managing the 

entire incident lifecycle, from 
detection to response, and for 

simulated training. The Product 
Portfolio covers the entire IT/OT/IoT 

spectrum, enabling end-to-end 
visibility and response.



Strategic Partners

DSG remains a trusted digital supplier to many existing Clients within in the Financial Services, Telecoms, ICT & Retail sectors. Our strategic 
approach remains focused on enabling our Clients to remain aware of and to manage Cyber Security through our SaaS offerings. 

Digital Resilience strategically partners 
with best-in-class partners to enable 

your organisation to respond to 
intensity of modern cyberwarfare with 
security offerings, training, corporate 

risk assessment that can be 
complimented with SIEM and SOC 

solutions.
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Digital Resilience strategically partners 
with best-in-class partners to enable your 

organisation to respond to intensity of 
modern cyberwarfare with security 

offerings, training, corporate risk 
assessment that can be complimented 

with SIEM and SOC solutions.



• Blue team Training

• High end red team Training

• National exercises

• Capture the flag

• New hire onboarding 

• Certify your team

• Advanced skill building

Training 
Scenarios

Incremental 
Instruction 

• Simulate your networks and 
new tools

• Test and exercise your 
playbooks

Test Processes and 
Technologies

CYBERBIT
The Cyber Range Platform



CYDEF



Cydef.ca  | 

CYDEF
SMART – Monitor Service Tiers



CYDEF



BEAUCERON



BEAUCERON

Per Employee 
Per Annum 
Ex VAT

Per Employee 
Per Month
Ex VAT

License Quantity 
(License per Employee)

Per Annum 
Total Investment 
Ex VAT

R300 R25

100 R30,000

200 R60,000

300 R90,000



WMC | GLOBAL

We use PhishFeed, our proprietary phishing mitigation platform, to track ongoing credential 
SMiShing attacks using mobile networks and message platforms as the delivery channel. These 

attacks, aimed at a large numbers of mobile subscribers, succeeded in compromising the 
personal information of many customers shared by the Carriers and often financial institutions.  

As PhishFeed tracks these attacks in real time, it offers us the ability to minimise impact, identify 
and locate compromised customer information, and take down the attack before a customer is 

even aware they were in danger. 

Threat actors are increasingly using mobile as their preferred attack channel especially as 
customers become more dependent on the ‘small screen,’ yet they also have shorter attention 
spans. As part of WMC Global’s ongoing message protection initiatives, we have identified a 
significant amount of SMS Phishing (SMiShing) coming across mobile networks and have seen 
this reported across a wide number of channels including Carrier Care, social media, forums 
and through our in-house SpamResponse tools.



WMC | GLOBAL



WMC | GLOBAL



LogMeIn – LastPass

Secure every access point 
with one simple solution

• Market-leading password management
• Simplified single sign-on for 1200+ apps
• Access to cloud, on-prem & mobile apps
• Integrate with Identity Providers like AD, 

Azure and Okta
• Comprehensive security policies



LogMeIn – LastPass

Human Factors

Fingerprint

Face ID

Pattern

Hidden Factors

Location

Hardware signature

LTOTP

Adaptive authentication for 
all access points 

• Combines biometric & contextual factors 
for simple access for end users

• Protect legacy, cloud and mobile apps, 
VPN, and email

• Enable granular control with policies on 
geofencing, IP address, and access point

• Security by design where the biometric 
never leaves the user’s phone



LogMeIn – LastPass

Unified visibility and simple 
control across all your users

• All-in-one control for passwords, access, 
and authentication 

• Flexible integrations for simple 
deployment 

• Simple end user onboarding – one minute 
to secure access

• 100+ security policies



IRDETO

PARENTAL 
CONTROLS

Screen time
Content filter
Schedules
Monitoring

Pause devices

IOT 
SECURITY

Bad site block
Attack block
Device deny
Security scan

AI-driven alerts

WIFI 
OPTIMIZATION

Fingerprinting
Multi-AP mgmt.
Usage analysis

Speed tests
Ad block



IRDETO



Digital Resilience
You are in GREAT COMPANY
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www.digitalresilience.co.za

Yaron Assabi 
Group Founder
yaron@ digitalresilience.co.za

Brandon Meszaros
CEO
brandon@digitalresilience.co.za

Jaydev Chiba 
Director

jaydevc@digitalresilience.co.za
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